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Abstract of the contribution: This contribution provides a mechanism for NWDAF to prevent unnecessary signalling for data collection and unnecessary data transfer.
1. Discussion
	Topic
	Reason
	Proposal

	Clause 6.1.1.1, 6.1.2.1, and 6.11.4
	There is no control mechanism in NWDAF to prevent unnecessary signalling for data collection and unnecessary data transfer if the NWDAF already has the requested analytics available or has subscribed for the event exposure to the associated data sources. In Figure 6.1.1.1-1 and 6.1.2.1-1, the NWDAF performs no control mechanism after receiving of the request or subscription to analytics information. 
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Figure 6.1.1.1-1: Network data analytics Subscribe/unsubscribe
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Figure 6.1.2.1-1: Network data analytics Request
Clause 6.11.4 describes the requirements of this mechanism specifically for AFs. However, this mechanism should be applied in NWDAF to avoid duplication of request to any data sources (NFs/AFs/OAM) 
2a-b.
NWDAF to AF (Optional): Naf_ EventExposure_Subscribe (Event ID, external UE ID).

In order to provide the requested analytics, the NWDAF may subscribe per application communication information from AFs for the UE. The Event ID indicates communication report for the UE which is requested by the 5GC NF in the step 1. The external UE ID is obtained by the NWDAF based on UE internal ID, i.e., SUPI.

This step is skipped if the NWDAF already has the requested analytics available or has subscribed to the AF.
	1. Include a mechanism to prevent duplication of data collection after receiving of a subscription to analytics information in step 1 of Figure 6.1.1.1-1. 
2. Include a mechanism to prevent duplication of data collection after receiving of a request to analytics information in step 1 of Figure 6.1.1.2-1.
The mechanism
- create an association of the request or subscription to specific analytics information and the required data to be collected

- Trigger of new event subscription(s) based on the association information


	Clause 6.2.1
	The proposed mechanism may be a general requirement of NWDAF and should be included in the general procedures for data collection.
	3. Include the mechanism to prevent duplication of data collection in Clause 6.2.1. 


2. Proposal
The proposed changes are:

a) Update Clause 6.1.1.1 and Clause 6.1.2.1 with the mechanism for NWDAF to decide whether triggering of new data collection is needed after a subscription/request to analytics information is received.

c) Update Clause 6.2.1 with the principles how to control the process of triggering data collection based on the proposed mechanism. 
* * * * Start of 1st Change * * * * 

6.1.1.1
Analytics subscribe/unsubscribe by NWDAF service consumer
This procedure is used by any NWDAF service consumer (e.g. including NFs/AFs/OAM) to subscribe/unsubscribe at NWDAF to be notified on analytics information, using Nnwdaf_AnalyticsSubscription service defined in clause 7.2. Any entity can consume this service as defined in clause 7.2. 
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Figure 6.1.1.1-1: Network data analytics Subscribe/unsubscribe
1. The NWDAF service consumer subscribes to or cancels subscription to analytics information by invoking the Nnwdaf_AnalyticsSubscription_Subscribe/ Nnwdaf_AnalyticsSubscription_Unsubscribe service operation.
When a subscription to analytics information is received, the NWDAF generates association information between the subscription to analytics information and the required data to be collected and determines whether triggering new data collection is needed based on the association information.
2.
If NF service consumer subscribes to analytics information, the NWDAF notifies the NWDAF service consumer with the analytics information by invoking Nnwdaf_AnalyticsSubscription_Notify service operation.
* * * * Start of 2nd Change * * * * 
6.1.2.1
Analytics request by NWDAF service consumer
This procedure is used by the NWDAF service consumer (e.g. including NFs/AFs/OAM) to request and get from NWDAF analytics information, using Nnwdaf_AnalyticsInfo service defined in clause 7.3.
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Figure 6.1.2.1-1: Network data analytics Request
1. The NWDAF service consumer requests analytics information by invoking Nnwdaf_AnalyticsInfo_Request service operation.

When a request to analytics information is received, the NWDAF generates association information between the request to analytics information and the required data to be collected and determines whether triggering new data collection is needed based on the association information.
2.
The NWDAF responds with analytics information to the NWDAF service consumer.

* * * * Start of 3rd Change * * * * 

6.2.1
General
The Data Collection feature permits NWDAF to retrieve data from various sources (e.g. NF such as AMF, SMF, PCF), as a basis of the computation of network analytics.

All available data encompass:

-
OAM global NF data,

-
behaviour data related to individual UEs or UE groups (e.g. UE reachability), and pre-computed metrics covering UE populations (e.g. number of UEs present in a geographical area), per spatial and temporal dimensions (e.g. per region for a period of time),

-
other NF data available in the 5GC (e.g. NRF)

The NWDAF shall use at least one of the following services:
-
the Generic management services as defined in TS 28.532 [6] offered by OAM in order to collect OAM global NF data.

-
the Exposure services offered by NFs/AFs in order to retrieve behaviour data and other non-OAM pre-computed metrics.

-
Other NF services in order to collect NF data (e.g. NRF)

The NWDAF shall be able to discover the metrics supported by a NF/AF.
Data collection procedures enables the NWDAF to efficiently obtain the appropriate data with the appropriate granularity.

When a request or subscription for statistics or predictions is received, the NWDAF may not possess the necessary data to perform the service. 

-
Data on the monitoring period in the past matching the observation period is necessary for the provision of statistics and predictions.

-
Data on longer monitoring periods in the past is necessary for model training.

Therefore, in order to optimize the service quality, the NWDAF may undertake the following actions:

-
The NWDAF may return a probability assertion as stated in 6.1.3 expressing the confidence in the analytics produced. With zero confidence, no analytics shall be returned. This confidence is likely to grow in the case of subscriptions.

-
The value of the confidence depends on the level or urgency expressed by the time deadline as stated in 6.1.3, the level of accuracy, the availability of data. If no sufficient data is collected to provide an estimation for the requested level of accuracy before the time deadline, the service shall return a zero confidence. Otherwise, the NWDAF may wait until enough data is collected before providing a response or a first notification.

-
In order to be prepared for future requests on statistics from NFs/AFs/OAM, the NWDAF, upon operator configuration, may collect data on its own initiative, e.g. on samples of UEs (e.g. mobility), and retain the data collected in the data storage.


The volume and maximum duration of data storage is also subject of operator configuration.

The NWDAF may decide to reduce the amount of data collection in case of high signalling load, by either prioritizing requests, reducing the duration of data collection, or the sampling ratios.

The NWDAF should optimize the usage of Data Collection, in order to minimize signalling (discovery, event subscription, data transfer) on provider NFs, for instance:

-     avoid requesting the same data when it is common to different use cases

-     avoid requesting data types which are not mandatory for the requested analytics

-     avoid requesting data at an unnecessary fine grain (space, time) or quality.

-     prefer to request global information (e.g. number of UEs present in a geographical area) if it permits to minimize per UE event subscription.
As a consequence, the NWDAF should be able to decide when triggering data collection from NFs/AFs to prevent unnecessary signalling for data collection and unnecessary data transfer. NWDAF may take the following actions:

· The NWDAF generates the association information between request and/or subscription to analytics information (e.g., Analytics ID(s)) and the required data to be collected (e.g., Event ID(s) + Event Filter information + Event Reporting information + Target of Event Reporting) for generating such Analytics ID(s).
· The NWDAF process for triggering a new event exposure subscription is based on the association information:
· if the available event subscription(s) can be associated with new analytics request/subscription, no new event subscription is created.

· otherwise, the NWDAF creates new event subscription(s) or modifies the existing subscription(s).
* * * * End of Changes * * * * 
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2. Nnwdaf_AnalyticsInfo_Request response
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